InCred Asset Management Private Limited

Scam Alert: Important Advisory for Clients, Emplovees and General Public

It has come to our attention that certain unauthorized individuals, groups and/or entities are
fraudulently misusing our company’s name, brand identity, logo and other proprietary
elements. These individuals, groups and/or entities are circulating fraudulent communications
through emails, WhatsApp groups and social media platforms, falsely representing themselves
as being associated with our company.

Such communications often originate from fake or misleading email addresses, phone numbers
or social media accounts and may include our display name or logo to appear authentic. These
messages typically claim to offer rewards, incentives, investment opportunities or other
benefits and prompt recipients to click on links, share personal information or make payments.

We wish to categorically clarify that our company and its directors, officers and employees
have no association whatsoever with these individuals, groups, entities and are not involved in
such activities in any capacity whatsoever. These actions appear to be carried out with
malicious intent, aimed at deceiving recipients and unlawfully exploiting our company’s
reputation for personal gain.

To help you identify and avoid these fake or phishing communications, please take note
of the following:

1. Email communications: Any email that does not originate from the official domain
www.incredassetmanagement.com is fraudulent and should be disregarded.

2. WhatsApp groups or messages: Our company does not create or operate unofficial
WhatsApp groups, nor do we solicit payments, investments, or personal information
through WhatsApp.

3. Social media platforms: Our official social media handles are listed exclusively on
our website, www.incredassetmanagement.com. Any other pages, profiles or groups
claiming to represent us are unauthorized and illegitimate.

4. Links and attachments: Do not click on suspicious links or download attachments
received through unsolicited messages claiming to be from our company.

We strongly urge our clients, emplovyees, investors and the general public to remain vigilant

and exercise caution when dealing with any emails, messages, groups or social media accounts
purporting to be associated with our company. We expressly disclaim any responsibility or
liability for losses, damages, or claims arising from interactions with such unauthorized
entities. We urge all our clients, employees and general public to exercise extreme caution and
verify the authenticity of such communications.

The trust and confidence of our stakeholders are of paramount importance to us and we remain
committed to maintaining the highest standards of integrity, transparency and professionalism
in all our operations. If you receive any suspicious or fraudulent communication, please report
it immediately at: pms.compliance@incred.com

We appreciate your cooperation and support in helping us address this issue



Thank you.



